附件2

迎检要求

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 检查内容 | | 迎检所需配合事项 | 备注 |
| 1 | 网络安全防护工作落实情况 | 被检查单位网络安全责任部门和责任人设置情况 | 应配合提供本单位章程、责任部门设置情况和责任人合同等证明材料。 |  |
| 2 | 被检查单位网络安全制度机制建设情况 | 应配合提供相关证明文件和材料。 |  |
| 3 | 被检查单位网络安全自查工作开展情况 | 应配合提供本单位网络单元定级报告及在有效期内的三同步报告、符合性评测报告、风险评估报告及整改报告。有面向公众提供移动互联网应用、微信小程序的，还需提供移动互联网应用、微信小程序等安全检测报告。 |  |
| 4 | 其他网络安全防护措施 | 包括但不限于网络安全技术手段建设情况、网络安全应急事项处置情况，前期重大网络安全风险整改情况等。 |  |
| 5 | 技术检测 | 符合性评测 | 按我局委托的技术支撑单位要求，配合提供本单位网络资产清单。 |  |
| 6 | 风险评估 | 按我局委托的技术支撑单位要求，配合提供相应网络接入环境。 |  |
| 7 | 其他 | 无法配合检查 | 因故无法配合检查的，被检查单位应出具相关说明。无法配合理由仅限于“本单位业务未开展且无任何系统或网站”。 | 视情提供 |